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How would you describe the rate of cyber attacks on your How important is cyber risk management to your

agency over the past year?

No change in cyber

attacks \
31%

Cyber attacks have
increased
Cyber attacks have __— 63%
decreased

6%

Is cyber risk management perceived as an obstacle or a
benefit to your organization?

No opinion _—
13% Obstacle
25%

Benefit___——
62%
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organization?

Not important

Somewhat 2%

important ———
9%

Critically important
89%

Would cybersecurity professionals benefit from a common set
of standards used across government and industry?

95.7%

4.3%

Yes No



How familiar are you with the NIST Cybersecurity
Framework (CSF)?

Not familiar
16%

Very familiar
42%

Somewhat familiar
42%

Do you think the NIST Cybersecurity Framework (CSF) can
effectively help organizations manage cyber risk?

88.8%

11.3%

Yes No
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What is your opinion of the NIST Cybersecurity

Framework (CSF)?
No opinion
25%
Strongly approve
. 36%
Disapprove
B
1%

Somewhat approve
38%

Do you agree that the NIST Cybersecurity Framework (CSF)
should be mandated across all federal agencies?

83.1%

16.9%

Yes No



Has your agency moved to the cloud? What are the biggest reasons for remaining on-premises?

40.0%
35.0% 35.0%

Yes
11%
Partially ____

0
e 25.0%

20.0%

13%

Cost Time Security Compliance Other

What are the biggest challenges with security compliance in

the cloud?
46.4% 45.0%
15.7% 15.7%
Costs too much Takes too much time  Too complex Other
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